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Mission Statement

In our School, we celebrate being part of God’s family.  We inspire our children with a love of learning in a safe, happy environment, which will enable them to flourish and reach their individual potential.

Writing and Reviewing the Child Protection and Safeguarding Policy
· This Child Protection Policy has been written by the School in line with the appropriate government guidance. It has been approved by the Headteacher and Education Committee.
· The School’s Child Protection Policy and its implementation will be reviewed annually.

· The Child Protection Policy reflects the guidance as outlined in the three documents  Working Together To Safeguard Children 2013,  Keeping Children Safe in Education 2015 and The Prevent Duty.
Introduction

The health, safety and well-being of all our children are of paramount importance to all the adults who work in our school. Our children have the right to protection, regardless of age, gender, race, culture or disability. They have a right to be safe in our school.

Baildon CE Primary School fully recognises its responsibilities for safeguarding children.

Our policy applies to all staff, governors, students, contractors, outside providers and volunteers working in the school. 

There are five main elements to our policy:

· Raising awareness of child protection issues and equipping children with the skills needed to keep them safe;

· Developing and then implementing procedures for identifying and reporting cases, or suspected cases, of abuse;

· Supporting pupils who have been abused in accordance with his/her agreed child protection plan;

· Establishing a safe environment in which children can learn and develop.

· Ensuring we practice safer recruitment in checking the suitability of staff and volunteers to work with children;

STATUTORY  & PASTORAL RESPONSIBILITIES:

The school has adopted the guidelines and procedures recommended by  Bradford Children’s Services  Child Protection Committee and DFE guidance.(previously Education Bradford) 

The school will:

· Ensure it has a Designated Safeguarding Lead (DSL) who will undertake regular, appropriate training for this role;

· Ensure it has a member of staff who will act in the absence of the DSL;

· Ensure it has a nominated governor responsible for safeguarding children;

· Ensure every member of staff (including temporary and supply staff and volunteers) and the governing body knows the name of the DSL and their role;

· Ensure all staff and volunteers understand their responsibilities in being alert to the signs of abuse and responsibility for referring any concerns to the DSL;

· Ensure that parents have an understanding of the responsibility placed on the school and staff for child protection by setting out its obligations in the school prospectus; 

· Develop effective links with relevant agencies and co-operate as required with their enquiries regarding safeguarding matters including attendance at strategy meetings, initial case conferences, core group and child in need review meetings;

· Ensure that the duty of care towards its pupils and staff is promoted by raising awareness of illegal, unsafe and unwise behaviour and assist staff to monitor their own standards and practice;

· Be aware of and follow procedures set out by Children’s Services and the LSCB where an allegation is made against a member of staff or volunteer;

· Ensure safer recruitment practices are always followed.

Our procedures will be reviewed annually and up-dated in accordance with current legislation.

When staff join our school they will be informed of the safeguarding children arrangements in place.  They will be given a copy of this policy and told who the DSL (Designated Safeguarding Lead) is and who acts in their absence.

The induction programme will include basic safeguarding information relating to signs and symptoms of abuse, how to manage a disclosure from a child, when and how to record a concern about the welfare of a child.  

All volunteers and regular visitors to our school will be told where our policy is kept and given the name of the DSL. 

Teachers and other adults are particularly well placed to observe the outward signs of abuse and unexplained changes in behaviour or performance which may indicate abuse. All teachers and adults working in our school are responsible for child protection. All staff will be constantly reminded of the need to maintain confidentiality in all areas of child protection.

The Designated Safeguarding Lead for our school is Mrs S Smith  (Assistant Headteacher). The Deputy Named Person is Mrs M Connor (Headteacher). The Child Protection Procedures Flow Chart is prominently displayed in staffroom, staff handbook and in the office. (Appendix A)
The Designated Safeguarding Lead will in line with statutory guidance undergo refresher training every two years. Staff training will be organised every two years to ensure that all staff are updated on current procedures.

The Headteacher will regularly inform the nominated Governor, Mrs Rogers, of child protection issues within the school but will at the same time maintain confidentiality. 

Current Practice concerning Child Protection

· The school attempts to provide a secure environment in which children feel that their opinions and views are listened to sympathetically and that they are valued as people.

· The school attempts to support children by making sure that there are different adults with whom they may freely talk, recognising that it is not always the obvious adult who may be the first to be approached on these situations.

· The school attempts to gain the confidence of the adult community which it serves, parents, parish, social services as well as Bradford’s Children’s Services.

· Staff should be familiar with the school’s child protection policy including issues of confidentiality. Staff should be alert to signs and indicators of possible abuse.

· Staff should be aware of the signs and symptoms of abuse, to keep vigilant watch if they are concerned about a child. See Appendix B for some definitions of abuse and examples of harm. 

· Staff are encouraged to be aware of the opportunities, both with the hidden curriculum and their teaching to build awareness of safe behaviour with adults and encourage a range of strategies which allow the children to ensure their own protection

· Teachers and other staff in schools are in a unique position to observe children’s behaviour over time and often develop close and trusting relationships with pupils.  If a child discloses directly to a member of staff, the following procedures will be followed:
Procedure in the case of suspected child abuse- See Appendix D
Staff will also receive training in the following so as to support their understanding of other aspects of abuse:

Child sexual exploitation: Child sexual exploitation (CSE) involves exploitative situations, contexts and relationships where young people receive something (for example food, accommodation, drugs, alcohol, gifts, money or in some cases simply affection) as a result of engaging in sexual activities. Sexual exploitation can take many forms ranging from the seemingly ‘consensual’ relationship where sex is exchanged for affection or gifts, to serious organised crime by gangs and groups. What marks out exploitation is an imbalance of power in the relationship. The perpetrator always holds some kind of power over the victim which increases as the exploitative relationship develops. Sexual exploitation involves varying degrees of coercion, intimidation or enticement, including unwanted pressure from peers to have sex, sexual bullying including cyberbullying and grooming. However, it also important to recognise that some young people who are being sexually exploited do not exhibit any external signs of this abuse. 

Female Genital Mutilation: Female Genital Mutilation (FGM) comprises all procedures involving partial or total removal of the external female genitalia or other injury to the female genital organs. It is illegal in the UK and a form of child abuse with long-lasting harmful consequences. Professionals in all agencies, and individuals and groups in relevant communities, need to be alert to the possibility of a girl being at risk of FGM, or already having suffered FGM. A range of potential indicators that a girl may be at risk of

FGM will form part of the Safeguarding training in school.
Preventing Radicalisation: Protecting children from the risk of radicalisation should be seen as part of schools’ wider safeguarding duties, and is similar in nature to protecting children from other forms of harm and abuse. During the process of radicalisation it is possible to intervene to prevent vulnerable people being radicalised. Radicalisation refers to the process by which a person comes to support terrorism and forms of extremism. Extremism is vocal or active opposition to fundamental British values, including democracy, the rule of law, individual liberty and mutual respect and tolerance of different faiths

and beliefs. Specific background factors may contribute to vulnerability which are often combined with specific influences such as family, friends or the Internet. A range of potential indicators that a child may be at risk of radicalisation or extremism will form part of the Safeguarding training in school. A member of staff is trained in delivering Prevent training.
Information Sharing & Confidentiality

We recognise that all matters relating to Child Protection are confidential. 

The Headteacher or DSL will disclose any information about a pupil to other members of staff on a need to know basis only. 

All staff must be aware that they have a professional responsibility to share information with other agencies in order to safeguard children. 

All staff must be aware that they cannot promise a child to keep secrets.
Record Keeping

Any member of staff receiving a disclosure of abuse from a child or young person, or noticing signs or symptoms of possible abuse, will make notes as soon as possible (within the hour, if possible) writing down exactly what was said, using the child’s own words as far as possible.  All notes should be timed, dated and signed, with name printed alongside the signature.  Concerns should be recorded using the school’s safeguarding children recording system. 

All records of a child protection nature should be passed to the DSL including case conference minutes and written records of any concerns.  
Supporting Children

We recognise that children who are abused or witness violence may find it difficult to develop a sense of self-worth. They may feel helplessness, humiliation and some sense of blame. The school may be the only stable, secure and predictable element in the lives of children at risk.  When at school their behaviour may be challenging and defiant or they may be withdrawn. The school will endeavour to support the pupil through:

· The content of the curriculum;

· The school ethos which promotes a positive, supportive and secure environment and gives pupils a sense of being valued;

· The school behaviour policy which is aimed at supporting vulnerable pupils in the school.  The school will ensure that the pupil knows that some behaviour is unacceptable but they are valued and not to be blamed for any abuse which has occurred;

· Liaison with other agencies that support the pupil such as Children’s Services, Child and Adult Mental Health Service (CAMHS), education welfare service and educational psychology service and those agencies involved in the safeguarding of children;

· Notifying Children’s Social Care immediately there is a significant concern.

· Providing continuing support to a pupil about whom there have been concerns who leaves the school by ensuring that appropriate information is forwarded under confidential cover to the pupil’s new school.  

Supporting Staff 
We recognise that staff working in the school  who have become involved with a child who has suffered harm, or appears to be likely to suffer harm, may find the situation stressful and upsetting.  We will support such staff by providing an opportunity to talk through their anxieties with the DSL and to seek further support as appropriate. 
Safer Recruitment and Selection of Staff

The school has a written recruitment and selection policy statement and procedures linking explicitly to this policy.  The statement is included in all job advertisements, publicity material, recruitment websites, and candidate information packs.

The recruitment process is robust in seeking to establish the commitment of candidates to support the school’s measures to safeguard children and to deter, reject or identify people who might abuse children or are otherwise unsuited to work with them.
Allegations against staff 
We understand that a pupil may make an allegation against a member of staff. 

If such an allegation is made, the member of staff receiving the allegation will immediately inform the Headteacher.

The Headteacher on all such occasions will discuss the content of the allegation with the LA’s Senior Adviser for Safeguarding Children in Education. 

If the allegation made to a member of staff concerns the Headteacher, the designated teacher will immediately inform the Chair of Governors who will consult with the LA’s Senior Adviser for Safeguarding Children in Education. 

The school will follow the LA procedures for managing allegations against staff, a copy of which will be readily available in the school.
Whistleblowing 
We recognise that children cannot be expected to raise concerns in an environment where staff  fail to do so. 

All staff should be aware of their duty to raise concerns, where they exist, about the attitude or actions of colleagues. Further details regarding this are outlined in the school’s Whistleblowing Policy.
Complaints or Concerns expressed by Pupils, Parents, Staff or Volunteers
We recognise that listening to children is an important and essential part of safeguarding them against abuse and neglect.  To this end any expression of dissatisfaction or disquiet in relation to an individual child will be listened to and acted upon in order to safeguard his/her welfare.  

We will also seek to ensure that the child or adult who makes a complaint is informed not only about the action the school will take but also the length of time that will be required to resolve the complaint.  The school will also endeavour to keep the child or adult regularly informed as to the progress of his/her complaint.

Prevention

We recognise that the school plays a significant part in the prevention of harm to our pupils by providing them with good lines of communication with trusted adults, supportive friends and an ethos of protection.

The school will therefore:

· Establish and maintain an environment where children feel secure, are encouraged to talk, and are always listened to;

· Ensure children know that there are adults in the school whom they can approach if they are worried or in difficulty;

· Include in the curriculum opportunities that equip children with the skills they need to recognise and stay safe from abuse.

Physical Intervention 
Our policy on positive handling is set out in a separate policy and acknowledges that staff must only ever use physical intervention as a last resort, and that at all times it must be the minimal force necessary to prevent injury or damage to property. 

We understand that physical intervention of a nature that causes injury or distress to a child may be considered under safeguarding children or disciplinary procedures. 
Abuse of Trust

We recognise that as adults working in the school, we are in a relationship of trust with the pupils in our care and acknowledge that it is a criminal offence to abuse that trust.  

We acknowledge that the principle of equality embedded in the legislation of the Sexual Offenders Act 2003 applies irrespective of sexual orientation: neither homosexual nor heterosexual relationships are acceptable within a position of trust.

We recognise that the legislation is intended to protect young people in education who are over the age of consent but under 18 years of age.
Racist Incidents 
Our policy on racist incidents is set out in a separate policy and acknowledges that repeated racist incidents or a single serious incident may lead to consideration under safeguarding children procedures. 
Bullying 
Our policy on bullying is set out in a separate policy and acknowledges that to allow or condone bullying may lead to consideration under safeguarding children procedures.

E-safety
Our Acceptable Use policy recognises that internet safety is a whole school responsibility (staff, pupils, parents).  
Children and young people may expose themselves to danger, whether knowingly or unknowingly, when using the internet and other technologies.  Additionally, some young people may find themselves involved in activities which are inappropriate or possibly illegal.

We therefore recognise our responsibility to educate our pupils, teaching them the appropriate behaviours and critical thinking skills to enable them to remain both safe and legal when using the internet and related technologies.

1. Managing Internet Access

This policy applies to all children and especially for those whom the staff has concerns regarding the way in which they are being treated.

· The Internet is an essential element in 21st century life for education, business and social interaction.

· The School has a duty to provide students with safe, quality internet access as part of their learning experience.

· Internet use is a part of the statutory curriculum, is a necessary tool for staff and pupils and will enhance learning.

· The School internet access will be designed expressly for pupil use and will include filtering appropriate to the age of pupils.

· Pupils will be taught what Internet use is acceptable and what is not, and given clear objectives for internet use.

· Pupils will be educated in the effective use of the internet as a research tool, including the skills of knowledge location, retrieval and evaluation.

· Pupils will be taught how to evaluate internet content.

· The School will ensure that the use of internet derived materials by staff and pupils complies with copyright law.

· Wherever possible, pupils will be taught to be critically aware of the materials they read on the internet and shown how to validate information before accepting its accuracy.

Information System Security

· School ICT systems capacity and security will be reviewed regularly.

· Anti-Virus protection software will be used and regularly updated.

· Security strategies will be discussed with Data-cable.(our ICT Provider)

E-mail

· Pupils may only use approved e-mail accounts on the school system.

· Pupils must immediately tell a teacher if they receive an offensive e-mail.

· Pupils must not reveal personal details of themselves or others in e-mail communication, or arrange to meet anyone without specific permission.

· Pupils will be actively encouraged to report any e-mail they receive from sources they do not recognise and is of an inappropriate nature.

· E-mails sent to an external organisation should be written carefully and authorised before sending; in the same way as a letter written on school headed paper.

· The forwarding of chain letters is not permitted.

Published Content and the School Website

· The contact details on the School’s Website should be the school address, e-mail and telephone number. Staff or pupils’ personal information will not be published.

· The Head Teacher will take overall editorial responsibility for the School Website and will ensure that content is accurate and appropriate.

Publishing Pupils’ Images and Work

· Photographs that include pupils will be carefully selected in such a way that individual pupils cannot be clearly identified.

· Pupils’ full names will not be used anywhere on the School Website or Blog, particularly in association with photographs.

· Parents or carers will be given the option to withdraw permission for photographs or videos of pupils to be published on the School Website.

Social Networking and Personal Publishing

· The school will block and/or filter access to social networking sites.

· Newsgroups will be blocked unless a specific use is approved.

· Pupils will be advised never to give out personal details of any kind which may identify them or their location.

· Pupils and parents will be advised that the use of social network spaces outside school is inappropriate for primary aged pupils.

Managing Filtering

· The School will work with the LA, DCSF and the School’s Internet Service Provider to ensure that systems are in place that protect pupils, and that they are regularly reviewed and improved.

· If staff or pupil discovers an unsuitable website, he/she must immediately report the matter to the Child Protection Coordinator.

· Senior staff will ensure that regular checks are made to ensure that the filtering methods selected are appropriate, effective and reasonable.

Managing Emerging Technologies

· Emerging technologies will be examined for educational benefit and a risk assessment will be carried out before use in School is allowed.

· Mobile phones will not be used during lessons or formal school time.

· It will be made clear to staff and pupils that the sending of abusive or inappropriate text messages is strictly forbidden.

· Staff will be issued with a school phone where contact with pupils is required.

Protecting Personal Data

· Personal data will be recorded, processed, transferred and made available according to the Data Protection Act 1998.

2. Policy Decisions

Authorising Internet Access

· All staff must read the ‘Acceptable ICT Use Agreement’ before using any School ICT resource.

· At Key Stage 1, access to the Internet will be by adult demonstration with directly supervised access to specific, approved on-line materials.

Risk Assessment

· The School will take all precautions to ensure that ICT users access only appropriate internet material.

· The School recognises that, due to the international scale and linked nature of internet content, it is not possible to guarantee that unsuitable material will never appear on a School computer.

· The School cannot accept liability for the material accessed, or any consequences of internet access.

· The School will audit ICT provision to establish if the Child Protection Policy is adequate and that its implementation is effective.

Handling e-Safety Complaints

· Complaints of Internet misuse will be dealt with by a senior member of staff.

· Any complaint about staff misuse must be referred to the Head Teacher.

· Complaints of a child protection nature must be dealt with in accordance with School child protection procedures.

· Pupils and parents will be informed of the complaints procedure.

· Discussions will be held with the Police Youth Crime Reduction Officer to establish procedures for handling potentially illegal issues.

Community Use of the Internet

· The school will liaise with local organisations to establish a common approach to e-safety.

3. Communications Policy

Introducing the Child Protection Policy to pupils

· E-safety rules will be posted in all networked rooms and discussed with the pupils at the start of each year and during each unit of ICT work.

· Pupils will be informed that network and internet use will be monitored.

· Pupils will be made aware of the acceptable user agreement.
· A copy of the School’s e-Safety Policy will be sent home for parents to read and discuss with pupils.

Staff and the Child Protection Policy

· All staff will be given the School e-Safety Policy and have its importance explained.

· Staff should be aware that internet traffic can be monitored and traced to the individual user. Discretion and professional conduct is essential.

· Staff who have access to school equipment, such as laptops and cameras, must use it only for professional duties, uses or those deemed ‘reasonable’ by the Head Teacher and/or the Chair of Governors. Furthermore, family members and friends should not have access to use these devices.

· Mobile phones should be kept in a secure place and with a screen-lock.

· Mobile phones are not to be used in front of children, except in emergencies.

· Memory sticks will be used in school. Wherever possible, they should be encrypted if they are used to store sensitive data.

Enlisting Parents’ Support

· Parents’ attention will be drawn to the School e-Safety Policy in newsletters, the school brochure and on the school Web site.
· A copy of the policy will be sent home to parents with a covering introductory letter

Failure to Comply

· Failure to comply in any way with this policy will be considered a serious risk to health & safety and all incidents of non-compliance will be investigated by a senior member of staff.

Health & Safety 
Our Health & Safety policy, set out in a separate document, reflects the consideration we give to the safeguarding of our children both within the school environment and when away from the school when undertaking school trips and visits. 
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Appendix A
Child Protection Procedures Flow Chart December 2014

On discovery or suspicion of child abuse

If in doubt – ACT

(
Inform your Named Person for Child Protection

………Samantha Smith and Mary Connor…
Who should then take following steps

(
Where it is clear that a Child Protection Referral is needed contact Children’s Initial Contact Point without delay Tel No 01274 437500
Out of hours Emergency Duty Team Tel No 01274 431010

Named Persons may also seek advice from the Education Social Work Service

Tel 01274 385761

(
If you are asked to monitor the situation, make sure you are clear what you are expected to monitor, for how long and how and to whom you should feedback information to.

(
Remember always make and keep a written record of all events and action taken, date and sign each entry to this record. Keep records confidential and secure and separate from the child’s curriculum file.

(
Ensure immediate completion and dispatch of the Common Child Protection Referral form.   This form can be accessed here
Retain a copy in school. Send copies to:

· Children’s Social Care 

· Principal Education Social Worker Future House, Bolling Road, Bradford BD4 7EB

USEFUL TELEPHONE NUMBERS

Children’s Social Care Initial Contact Point: 01274 437500

Emergency Duty Team: 01274 431010

Education Social Work Service: 01274 385761

Police: Javelin House, Child Protection Unit: 01274 376061

Appendix B

Definitions and indicators of abuse

Abuse: a form of maltreatment of a child. Somebody may abuse or neglect a child by inflicting harm, or by failing to act to prevent harm. They may be abused by an adult or adults or another child or children. Keeping Children Safe in Education July 2015
Physical abuse: a form of abuse which may involve hitting, shaking, throwing, poisoning, burning or scalding, drowning, suffocating or otherwise causing physical harm to a child. Physical harm may also be caused when a parent or carer fabricates the symptoms of, or deliberately induces, illness in a child. 

Examples which may indicate physical abuse (it is not designed to be used as a checklist):

Patterns of bruising; inconsistent account of how bruising or injuries occurred

Finger, hand or nail marks, black eyes

Bite marks

Round burn marks, burns and scalds

Lacerations, wealds

Fractures

Bald patches

Symptoms of drug or alcohol intoxication or poisoning

Unaccountable covering of limbs, even in hot weather

Fear of going home or parents being contacted

Fear of medical help

Fear of changing for PE

Inexplicable fear of adults or over-compliance

Violence or aggression towards others including bullying, Isolation from peers

Emotional abuse: the persistent emotional maltreatment of a child such as to cause severe and adverse effects on the child’s emotional development. It may involve conveying to a child that they are worthless or unloved, inadequate, or valued only insofar as they meet the needs of another person. It may include not giving the child opportunities to express their views, deliberately silencing them or ‘making fun’ of what they say or how they communicate. It may feature age or developmentally inappropriate expectations being imposed on children. These may include interactions that are beyond a child’s developmental capability as well as overprotection and limitation of exploration and learning, or preventing the child participating in normal social interaction. It may involve seeing or hearing the ill-treatment of another. It may involve serious bullying (including cyberbullying), causing children frequently to feel frightened or in danger, or the exploitation or corruption of children. Some level of emotional abuse is involved in all types of maltreatment of a child, although it may occur alone. 

Examples which may indicate emotional abuse (it is not designed to be used as a checklist): 

Over-reaction to mistakes, continual self-deprecation

Delayed physical, mental, emotional development

Sudden speech or sensory disorders

Inappropriate emotional responses, fantasies

Neurotic behaviour: rocking, banging head, regression, tics and twitches

Self-harming, drug or solvent abuse

Fear of parents being contacted 
 Sexual abuse: involves forcing or enticing a child or young person to take part in sexual activities, not necessarily involving a high level of violence, whether or not the child is aware of what is happening. The activities may involve physical contact, including assault by penetration (for example rape or oral sex) or non-penetrative acts such as masturbation, kissing, rubbing and touching outside of clothing. They may also include non-contact activities, such as involving children in looking at, or in the production of, sexual images, watching sexual activities, encouraging children to behave in sexually inappropriate ways, or grooming a child in preparation for abuse (including via the internet). Sexual abuse is not solely perpetrated by adult males. Women can also commit acts of sexual abuse, as can other children. 

Examples which may indicate sexual abuse (it is not designed to be used as a checklist):

Sexually explicit play or behaviour or age-inappropriate knowledge

Anal or vaginal discharge, soreness or scratching

Reluctance to go home

Inability to concentrate, tiredness

Refusal to communicate, selective mutism

Thrush, Persistent complaints of stomach disorders or pains

Eating disorders, for example anorexia nervosa and bulimia

Attention seeking behaviour, self mutilation, substance abuse

Aggressive behaviour including sexual harassment or molestation

Unusually compliant

Regressive behaviour, Enuresis, soiling

Frequent or open masturbation, touching others inappropriately

Depression, withdrawal, isolation from peer group

Reluctance to undress for PE or swimming

Bruises, scratches in genital area

Neglect: the persistent failure to meet a child’s basic physical and/or psychological needs, likely to result in the serious impairment of the child’s health or development. Neglect may occur during pregnancy as a result of maternal substance abuse. Once a child is born, neglect may involve a parent or carer failing to: provide adequate food, clothing and shelter (including exclusion from home or abandonment); protect a child from physical and emotional harm or danger; ensure adequate supervision (including the use of inadequate care-givers); or ensure access to appropriate medical care or treatment. It may also include neglect of, or unresponsiveness to, a child’s basic emotional needs. 

Examples which may indicate neglect (it is not designed to be used as a checklist):

Hunger

Tiredness or listlessness

Child dirty or unkempt

Poorly or inappropriately clad for the weather

Poor school attendance or often late for school

Poor concentration

Affection or attention seeking behaviour

Untreated illnesses/injuries

Pallid complexion

Stealing or scavenging compulsively

Failure to achieve developmental milestones, for example growth, weight

Failure to develop intellectually or socially

Neurotic behaviour

Running away 

Compulsive stealing

Masturbation, Appetite disorders - anorexia nervosa, bulimia
Soiling, smearing faeces, enuresis

Appendix C             Confidential

Cause for Concern Form

Note: Please do not interpret what is seen or heard; simply record the facts. After completing the form, pass it immediately to the Designated Teacher. 

Name of child…………………………………..    Class / Tutor group…………

Name of staff member completing form………………………………………

Day……………..
Date…………….
Time…………..     Place…………
…

(of observed behaviour / discussion / disclosure) 

[image: image2.jpg]
For Designated Teacher use  (please tick relevant items)

	Action Taken
	By whom
	Outcome

	Discuss with child


	
	

	Monitoring sheet


	
	

	Check behaviour database


	
	

	Contact parents


	
	

	Check SEN Register 


	
	

	Refer to Social Services


	
	

	Other (Please specify)
	
	


Appendix D
Procedures for suspected child protection concerns

On-going concerns regarding a child’s home life, attendance, medical issues, behaviour and bullying need to be recorded on CPOMS.

When you believe a child has disclosed something that is a child protection issue; the following steps need to put into place.

During the disclosure-

When a child tells me about abuse s/he has suffered, what must I remember?

· Stay calm and listen carefully to what is being said.

· Do not transmit shock, anger or embarrassment.

· Reassure the child. Tell her/him you are pleased that s/he is speaking to you.

· Never enter into a pact of secrecy with the child. Assure her/him that you will try to help but let the child know that you will have to tell other people in order to do this. State who this will be and why.

· Do not ask questions which may be considered to suggest what might have happened, or who has perpetrated the abuse, e.g. ‘Did your Dad hit you?’ 

· Ask only open questions or parrot back what the child just told you.

· Tell her/him that you believe them. Children very rarely lie about abuse; but s/he may have tried to tell others and not been heard or believed.
· Tell the child that it is not her/his fault.

· Encourage the child to talk but do not ask "leading questions" or press for information.

· Listen and remember.

· Check that you have understood correctly what the child is trying to tell you.

· Praise the child for telling you. Communicate that s/he has a right to be safe and protected.

· Do not tell the child that what s/he experienced is dirty, naughty or bad.

· It is inappropriate to make any comments about the alleged offender.

· Be aware that the child may retract what s/he has told you. It is essential to record all you have heard.

· At the end of the conversation, tell the child again who you are going to tell and why that person or those people need to know.

· Do not force the child to repeat information in front of another adult.

Record concerns as soon after the discussion with the child as possible and discuss immediately with the DSL. 

If the concerns are seen as on-going monitoring concerns regarding a particular child, then staff may be asked to record the disclosure on CPOMs.  

Formal Record Keeping for Child Protection Disclosures

· Record concerns as soon after the discussion with the child as possible, (within the hour, if possible) writing down exactly what was said, using the child’s own words as far as possible.  

· All notes should be timed, dated and signed, with name printed alongside the signature.  

· Concerns should be recorded alongside the school’s safeguarding children check list. 

· You must not deal with this yourself. Pass the Cause for Concern form to the DSL.

NB It is not education staff’s role to seek disclosures. Their role is to observe that something may be wrong, ask about it, listen, be available and try to make time to talk.

All disclosures will be kept in a secure location
Acceptable User Policies 

This Acceptable Use Policy is intended to ensure:

· that young people will be responsible users and stay safe while using the internet and other digital  technologies for educational, personal and recreational use. 

· that school systems and users are protected from accidental or deliberate misuse that could put the security of the systems and users at risk. 

Pupil Acceptable Use Policy Agreement– for younger pupils (Foundation / KS1)

This is how we stay safe when we use computers:

· I will ask a teacher or suitable adult if I want to use the computers  

· I will only use activities that a teacher or suitable adult has told or allowed me to use.

· 
I will take care of the computer and other equipment

· I will ask for help from a teacher or suitable adult if I am not sure what to do or if I think I have done something wrong.

· I will tell a teacher or suitable adult if I see something that upsets me on the screen.

· I know that if I break the rules I might not be allowed to use a computer.

Signed (child):……………………………………………

Signed (parent): …………………………………………..

Pupil Acceptable Use Policy KS2

This document has been developed to help you understand the rules of using computers in school. You should always follow the rules set out in this policy because these rules will help keep you and your classmates safe. The term ‘ICT equipment’ includes but is not limited to iPod touches, iPads, netbooks and laptops.  

I will follow these rules to keep me safe:  

· I will not purposefully damage any school-owned ICT equipment. 

· I will only use the Internet with my teacher’s permission.  

· I will only use the school’s ICT equipment for school work as directed by the teacher. 

· I will only log onto school systems, email and blogs as myself.  

· I will keep passwords used to log onto school systems private. 

· I will only use my school email address for school purposes. 

· I will only open email attachments from people I know or who my teachers have approved. 

· I will tell my teacher straight away if see something that I feel uncomfortable with or upsets me.

· I will make sure ICT communication with other pupils is polite and responsible. 

· I will not deliberately look for, save or send anything that could be upsetting or unkind.  

· I will not try and get to any websites that the school has blocked access to. 

· I will not use any personal device (including cameras and mobile phones) in school.  

· I am responsible for my behaviour whilst using ICT. 

· I understand that my use of school equipment, including activity when using the Internet, is monitored and that my parent/carer will be contacted if a member of school staff is concerned about my safety.  

Agreement  I agree to follow the rules set out in this AUP. I know that if I break any of these rules my use of ICT equipment may be suspended and my parent/carer may be told.   

Pupil name _________________________________ 

Signed ___________________________________ 

Date _________________________________ 

Dear Parent/Carer, 

ICT including the Internet, email and mobile technologies, etc has become an important part of learning in our school and is an area we are constantly developing. We expect all children to be safe and responsible when using any ICT equipment and in order to use school equipment, all children are required to agree to our ‘Acceptable Use Policy’. A copy of the rules and guidelines can be found overleaf. We also hope this will provide an opportunity for you to discuss with your child how they stay safe when using technologies like the Internet at home.  

If you have any concerns or would like further information please contact Mr Van der Gucht.   

Stay Safe Online checklist: 

· I have asked my child to show me sites they use. 

· I have asked my child to set the security settings on all the technologies they use. 

· I have set safe settings on our computer/laptop and set adult content filters on my child’s smart phone. 

My child has agreed to tell me if they are worried about something online.  

Useful Websites 

www.kidsmart.org.uk – This site has information about the SMART rules as well as lots of other games and clips.  

www.saferinternet.org.uk – Information about staying safe online, including setting privacy and parental controls.  

www.childnet.com/resources – has links to lots of other sites including links to ebooks like Digiduck’s Decision, and videos for each of the SMART rules – the Adventures of Kara, Winston.

Nature of incident / concern including relevant background (Record child’s word verbatim) 
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